Talk Abstract: The Universal Authentication Framework (UAF) protocol is a newly ratified, public key cryptography-based standard from the FIDO Alliance that supplants the common shared-secret login password. To achieve this, a UAF client on a user’s device mints public key pairs on a per-relying party basis, and registers the public key with the relying party server. The UAF client then manages the private keys, which are used to sign server-generated authentication challenges. The prior-registered server-side public keys are then used to verify the signed challenge responses in order to authenticate the user session.

On the iOS platform, the UAF client can exist as a standalone app that services authentication requests from other apps (termed relying party apps in UAF parlance) via custom URL schemes for interprocess communication. This presentation first will identify the strengths of using custom URL schemes for communication between relying party apps and a standalone UAF client. Second, the presentation will analyze the threats to this approach and will illustrate their mitigation by the UAF standard.
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